
 

 

 

 

11107 Sunset Hills Rd., Suite 100, Reston, Virginia 20190 

Acceptable Use Policy 

 

This Acceptable Use Policy (this “Policy”) describes prohibited uses of the Hosting Services offered by NeoSystems LLC 

and the website located at neosystemscorp.com (the “NeoSystems Site”). The examples described in this Policy are not 

exhaustive. We may modify this Policy at any time by posting a revised version on the NeoSystems Site. By using the 

Hosting Services or accessing the NeoSystems Site, you agree to the latest version of this Policy. If you violate the Policy 

or authorize or help others to do so, we may suspend or terminate your use of the Hosting Services. 
 

You may not use the Hosting Services or the 

NeoSystems Site to (i) engage in, foster, or promote 

illegal, harmful, fraudulent, infringing or offensive use; 

(ii) to transmit, store, display, distribute or otherwise 

make available content that is illegal, harmful, 

fraudulent, infringing or offensive; (iii) to violate the 

security or integrity of any network, computer or 

communications system, software application, or 

network or computing device (each, a “System”); (iv) 

make network connections to any users, hosts, or 

networks unless you have permission to communicate 

with them; or (v) engage in email or other message abuse; 

including: 

• Any activity or conduct that is likely to be in breach of 

any applicable laws, codes or regulations, including data 

protection and privacy laws and laws relating to 

unsolicited commercial electronic messages, or that may 

be harmful to others, our operations or reputation, 

including disseminating, promoting or facilitating child 

pornography, offering or disseminating fraudulent goods, 

services, schemes, or promotions, make-money-fast 

schemes, Ponzi and pyramid schemes, phishing, or 

pharming. 

• Content that infringes or misappropriates the 

intellectual property or proprietary rights of others. 

• Content that is defamatory, obscene, abusive, invasive 

of privacy, or otherwise objectionable, including content 

that constitutes child pornography, relates to bestiality, or 

depicts non-consensual sex acts. 

• Use of an internet account or computer without the 

owner's authorization. 

• Unauthorized access to or use of data, systems or 

networks, including any attempt to probe, scan or test the 

vulnerability of a system or network or to breach security 

or authentication measures without express authorization 

of the owner of the system or network. 

• Monitoring data or traffic on any network or system 

without the express authorization of the owner of the 

system or network. 

• Monitoring or crawling of a System that impairs or 

disrupts the System being monitored or crawled. 

• Inundating a target with communications requests so 

the target either cannot respond to legitimate traffic or 

responds so slowly that it becomes ineffective. 

• Operating network services like open proxies, open 

mail relays, or open recursive domain name servers. 

• Content or other computer technology that may 

damage, interfere with, surreptitiously intercept, or 

expropriate any system, program, or data, including 

viruses, Trojan horses, worms, time bombs, or 

cancelbots. 

• Collecting or using information, including email 

addresses, screen names or other identifiers, by deceit, 

(such as, phishing, Internet scamming, password robbery, 

spidering, and harvesting). 

• Use of any false, misleading, or deceptive TCP-IP 

packet header information in an email or a newsgroup 

posting. 

• Distributing software that covertly gathers or transmits 

information about a user. 

• Distributing advertisement delivery software unless: 
(i) the user affirmatively consents to the download and 

installation of such software based on a clear and 

conspicuous notice of the nature of the software, and (ii) 

the software is easily removable by use of standard tools 

for such purpose included on major operating systems 

(such as Microsoft's "add/remove" tool). 

• Any conduct that is likely to result in retaliation against 

NeoSystems or any of its employees, officers or other 

agents, including engaging in behavior that results in any 

server being the target of a denial of service attack (DoS). 

• Any activity intended to withhold or cloak identity or 

contact information, including the omission, deletion, 

forgery or misreporting of any transmission or 

identification information, such as return mailing and IP 

addresses. 

• Interference with service to any user of the 

NeoSystems or other network including, without 

limitation, mail bombing, flooding, deliberate attempts to 

overload a system and broadcast attacks. 

• Any action which directly or indirectly results in any 

of our IP space being listed on any abuse database (i.e. 

Spamhaus). 

• Conducting any gambling activity in violation of any 

required licenses, codes of practice, or necessary 

technical standards required under the laws or regulations 

of any jurisdiction in which your site is hosted or 

accessed. 

• Any action that is otherwise illegal or solicits conduct 

that is illegal under laws applicable to you or to 

NeoSystems. 

• Attempting to probe, scan, penetrate or test the 

vulnerability of a NeoSystems system or network, or to 

breach the NeoSystems security 

or authentication measures, whether by passive or 

intrusive techniques. 


